**Załącznik Nr 1 do Zasad Ochrony Informacji Poufnych i Zapewnienia Bezpieczeństwa Informacji KGHM Polska Miedź S.A.**

**OŚWIADCZENIE ZOBOWIĄZANEGO DO ZAPEWNIENIA BEZPIECZEŃSTWAINFROMACJI W KGHM POLSKA MIEDŹ S.A.**

*Obowiązująca wersja niniejszego oświadczenia publikowana jest pod adresem:* [*https://kghm.com/pl/przetargi/bezpieczenstwo-informacji*](https://kghm.com/pl/przetargi/bezpieczenstwo-informacji)

*Składając Oświadczenie osoba zobowiązana do zachowania poufności potwierdza zapoznanie się
z dotyczącymi jej zasadami i zobowiązuje się do ich przestrzegania.*

Ja niżej podpisany:

Kliknij tutaj, aby wprowadzić tekst.

Świadczący pracę/usługi dla / nazwa firmy:

Kliknij tutaj, aby wprowadzić tekst.

oświadczam co następuje:

§ 1.

Zobowiązuje się do:

* + - 1. postępowania zgodnie z:
1. zasadami ochrony informacji określonymi w Umowie nr Kliknij tutaj, aby wprowadzić tekst. z dnia Kliknij tutaj, aby wprowadzić tekst. (dalej jako Umowa);
2. Zasadami Ochrony Informacji Poufnych i Zapewnienia Bezpieczeństwa Informacji KGHM Polska Miedź S.A. opublikowanymi pod adresem: [*https://kghm.com/pl/przetargi/bezpieczenstwo-informacji*](https://kghm.com/pl/przetargi/bezpieczenstwo-informacji)*;*
	* + 1. zachowania w ścisłej tajemnicy Informacji Poufnych, objętych ochroną w KGHM Polska Miedź S.A. (zwanym dalej KGHM), pozyskanych lub wytworzonych w związku
			z realizacją Umowy;

§ 2.

Przyjmuję do wiadomości, że:

1. za naruszenie powyższych zobowiązań należy rozumieć w szczególności:
* nieuprawniony dostęp do informacji spoza zakresu niezbędnego do realizacji Umowy;
* nieuprawnione naruszenie lub próby naruszenia integralności informacji;
* nieuprawnione z punktu widzenia realizacji Umowy przekazanie, ujawnienie lub wykorzystanie informacji pozyskanych w trakcie realizacji Umowy, także w okresie po zakończeniu prac;
* brak dochowania należytej staranności w zakresie przetwarzania informacji podlegających ochronie;
* postępowanie wbrew zapisom Umowy i Zasad Ochrony Informacji Poufnych
i Zapewnienia Bezpieczeństwa Informacji KGHM Polska Miedź S.A.
1. informacje pozyskane w trakcie realizacji Umowy stanowią tajemnicę przedsiębiorstwa KGHM i podlegają właściwej ochronie prawnej.

Postanowienia § 1 pkt 2 nie będą miały zastosowania w stosunku do tych informacji uzyskanych od KGHM, które:

* są opublikowane, znane i urzędowo podane do publicznej wiadomości bez naruszania postanowień niniejszego Oświadczenia,
* zostaną podane przez KGHM za jego uprzednią pisemną zgodą na ich rozpowszechnianie.

§3.

Zobowiązanie złożone w niniejszym Oświadczeniu wiążą mnie przez cały okres realizacji Umowy oraz 5 lat po jej zakończeniu*.*

Pani/Pana (dalej Twoje) dane osobowe zostają przekazane KGHM przez Twojego pracodawcę bądź zleceniodawcę w związku z realizacją umowy łączącej go z KGHM („Umowa”).

Dane osobowe mogą również zostać przekazane bezpośrednio przez Ciebie,
w zależności od charakteru współpracy i podejmowanych czynności w ramach wykonywania zadań na rzecz KGHM.

Zgodnie z art. 13 ust. 1 i ust. 2 oraz art. 14 ust. 1 i ust. 2 ogólnego rozporządzenia
o ochronie danych (RODO), informuję Panią/Pana, że:

1. **Administrator danych osobowych.**

Administratorem Twoich danych osobowych będzie KGHM z siedzibą w Lubinie (dalej: „my”). Możesz się z nami skontaktować w następujący sposób:

* listownie na adres: ul. M. Skłodowskiej-Curie 48, 59-301 Lubin,
* telefonicznie: 76 7478 200.
1. **Inspektor ochrony danych.**

Wyznaczyliśmy inspektora ochrony danych. Jest to osoba, z którą możesz się kontaktować we wszystkich sprawach dotyczących przetwarzania Twoich danych osobowych oraz korzystania z przysługujących Ci praw związanych z przetwarzaniem danych. Z inspektorem możesz się kontaktować w następujący sposób:

* listownie na adres: ul. M. Skłodowskiej-Curie 48, 59-301 Lubin,
* przez e-mail: IOD@kghm.com.
1. **Cele przetwarzania Twoich danych osobowych oraz podstawa prawna przetwarzania.**

Będziemy przetwarzać Twoje dane osobowe w celu identyfikacji osób uprawnionych do realizacji zadań określonych Umową, w tym mających dostęp do Informacji Poufnych KGHM.

Tym samym Twoje dane osobowe są przetwarzane na podstawie naszych prawnie uzasadnionych interesów, związanych z podanymi powyżej celami przetwarzania, którymi są: zapewnienie prawidłowej realizacji Umowy oraz udokumentowanie tego (również na potrzeby postępowań kontrolnych, audytowych i sądowych) oraz zapewnienie bezpieczeństwa informacji poufnych (tajemnicy przedsiębiorstwa) –
co stanowi podstawę prawną przetwarzania (art. 6 ust. 1 lit. „f” RODO).

1. **Rodzaj danych osobowych**

Będziemy przetwarzać następujące dane osobowe: imię i nazwisko, nazwa zatrudniającego podmiotu, służbowe: nr tel. kontaktowego i konto e-mail, stanowisko, nasza ew. korespondencja. Jeśli uzyskujesz dostęp do systemów informatycznych KGHM, możemy monitorować Twoje działania pod kątem przestrzegania zasad bezpieczeństwa obowiązujących w KGHM, w tym poprzez rejestrację logu i sesji użytkownika.

1. **Przyczyny ujawnienia danych oraz konsekwencje.**

Ujawnienie danych osobowych w celu wskazanym w pkt. 3 jest dobrowolne, z tym
że podanie danych osobowych stanowi warunek umożliwiający dopuszczenie Ciebie do realizacji zadań określonych w Umowie (jeżeli dane są przekazywane bezpośrednio przez Ciebie).

1. **Okres przechowywania Twoich danych osobowych.**

Twoje dane osobowe będziemy przetwarzać przez czas konieczny do realizacji i rozliczenia Umowy. Twoje dane będziemy następnie przechowywać przez czas konieczny do udokumentowania czynności z Twoim udziałem, a także przez czas wynikający z: okresu przedawnienia i zobowiązania do zachowania poufności (określony w § 3 powyżej).

1. **Odbiorcy Twoich danych osobowych.**

Twoje dane osobowe mogą być ujawniane podmiotom uprawnionym z mocy przepisów prawa (np. organom władzy publicznej oraz ochrony prawnej: urzędom, sądom, Prokuraturze lub Policji) oraz podmiotom i ich pracownikom świadczącym na naszą rzecz usługi wymagające dostępu do Twoich danych – w tym: prawne, finansowe, księgowe i informatyczne.

1. **Twoje prawa związane z przetwarzaniem danych osobowych**

Masz następujące prawa związane z przetwarzaniem danych osobowych:

1. prawo do wniesienia sprzeciwu wobec przetwarzania danych ze względu na Twoją szczególną sytuację – gdyż przetwarzamy Twoje dane na podstawie naszego prawnie uzasadnionego interesu określonego w pkt. 3,
2. prawo dostępu do Twoich danych osobowych,
3. prawo żądania sprostowania Twoich danych osobowych,
4. prawo żądania usunięcia Twoich danych osobowych, gdy dane nie są już niezbędne do celów, dla których były zebrane lub w inny sposób przetwarzane albo gdy osoba skutecznie wniosła sprzeciw wobec przetwarzania,
5. prawo żądania ograniczenia przetwarzania Twoich danych osobowych (wówczas dane będą jedynie przechowywane) – gdy:
* kwestionujesz prawidłowość danych,
* uważasz, że przetwarzanie jest niezgodne z prawem  i sprzeciwiasz się ich usunięciu (żądając w zamian ograniczenia ich przetwarzania),
* dane nie są potrzebne do celów przetwarzania, ale są one potrzebne Tobie do ustalenia, dochodzenia lub obrony roszczeń,
* gdy wniosłeś sprzeciw wobec przetwarzania do czasu jego rozpoznania.

Aby skorzystać z powyższych praw, skontaktuj się z nami lub z naszym inspektorem ochrony danych (dane kontaktowe w punktach 1 i 2 powyżej).

Będziemy wnikliwie weryfikować prośby, żądania lub sprzeciwy zgodnie z obowiązującymi przepisami o ochronie danych osobowych. Informujemy jednocześnie, że prawa te nie mają charakteru bezwzględnego, gdyż przepisy pozwalają na ich nieuwzględnienie w określonych sytuacjach.

Przysługuje Ci także prawo wniesienia skargi do organu nadzorczego zajmującego się ochroną danych osobowych, tj. Prezesa Urzędu Ochrony Danych Osobowych.

1. **Zautomatyzowane podejmowanie decyzji.**

Wskutek przetwarzania nie będą podejmowane decyzje w sposób zautomatyzowany (bez udziału człowieka), w tym również dane nie będą wykorzystywane do analiz z ich wykorzystaniem, to jest nie dojdzie do profilowania.

1. **Przekazywanie danych poza EOG**

W związku z korzystaniem przez nas bądź przez naszych kontrahentów – np. dostawców usług prawnych, podatkowych czy audytowych – z nowoczesnych technologii, takich jak np. usługi chmurowe, Twoje dane osobowe mogą być przekazywane do państw spoza Europejskiego Obszaru Gospodarczego, gdy państwa te na podstawie decyzji Komisji Europejskiej zostały uznane za zapewniające adekwatny stopień ochrony danych osobowych do stopnia ochrony obowiązującego na Europejskim Obszarze Gospodarczym lub pod warunkiem zastosowania odpowiednich zabezpieczeń, które mogą polegać na skorzystaniu z wiążących reguł korporacyjnych, standardowych klauzul ochrony danych przyjętych przez Komisję Europejską, standardowych klauzul ochrony danych przyjętych przez Prezesa Urzędu Ochrony Danych Osobowych lub klauzul umownych dopuszczonych przez Prezesa Urzędu Ochrony Danych Osobowych. Przysługuje Ci prawo do uzyskania kopii wskazanych zabezpieczeń dotyczących przekazywania danych osobowych – aby je uzyskać, skontaktuj się z nami lub z naszym inspektorem ochrony danych.

czytelny podpis osoby zobowiązanej

do zachowania poufności